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Fuelling the European Digital Economy: 
Aa Regulatory Assessment of B2B Data Sharing

1. INTRODUCTIONntroduction
The institutions of the European Union (EU) have recognizedinterpreted digital technologies and data as levers forto relaunching European economic development. As part ofWithin the third pillar of the Digital Single Market (DSM) Strategy, the European Commission has taken steps to increase the generation, transfer and use of digital data. Over recentthe past years, several EU policies and actions have focused on the need for establishing a flourishing European data economy. 
In particular, data sharing between private players has been identifiedincluded as one of the drivers for building a European data economy, due to itssince it plays an essential role in generatingtoward the grow of increased data-based innovation. However, as of today, business-to-business (B2B) data sharing conducts are rare in the single market and their scarcity represents a major weakness of the EU data economy. According to the Commission, at the end of 2017, 78% of data in the EU were classified as closed, while only 2% were considered open and 20% had beenwere shared at least once, – including company acquisitions and joint ventures. Furthermore, empirical evidence shows that EU companies with large datasets generally do not externalizse their processing, but rather prefergo for in-house data analytics capabilities. Even when analyses are indeed subcontracted, they are rarelyhardly followed by a further re-use of data. 	Comment by Susan: Should this read conduits or activities or protocols?
Among other documents, the recent report ‘Competition policy for the digital era’ drafted for the European Commission and published on 4 April 4, 2019,  Competition Policy for the Digital Era,– focusesplaces emphasis on data sharing between private players, stating that: “In an increasing number of contexts, data access is key for the competitiveness of firms and their opportunities to innovate.”. The report acknowledges aA causal relationship between data sharing within companies and potential innovation is acknowledged, recognizing that: the former may lead to the introduction of “a new or improved product or process (…) that differs significantly from the unit’s previous products or processes and that has been made available to potential users (product) or brought into use by the unit (process).”	Comment by Susan: Footnote or page number for the source?	Comment by Susan: Footnote or page number for the source?	Comment by Susan: A reference for the quote?
The Commission is indeed intent on advancingfostering the European data economy,  a goal for which it has developed a policy aimed at incentivizing B2B data sharing. Thus, an analysis of whether this policy of the EU corresponds to a framework that effectively enables B2B data sharing is of particular interest, especially if any specific changes are to be proposedone is to propose any change. To address this issue,answer this question, thise article discusses the factors that favour or hinder B2B data sharing practices in the EU, including (these include regulation and lack of regulation, guidelines, and deficiencies of the relevant framework).
TTo this end, the article begins in Section 2 by definingfirst defines the phenomenon of B2B data sharing, and identifying its essential elements and relevance (paragraph 2). Reviewing all the relevant EU documents, Section 3It then proceeds to elucidatereconstruct  the EU policy aimed at facilitating data sharing between private players, in order to understand its rationale and its limitationsboundaries., by screening the relevant EU documents (paragraph 3). 
Having clarifiedframed the relevant policy, the article discusses the factors that can – at EU level – have a positive or negative impact on B2B data sharing initiatives at the EU level. Recognizing these factors will contribute to a betterThis will also permit to understanding of what kind of measures should be introduced to incentivize effective  B2B data sharing. effectively.  In particular, Sectionparagraph 4 considers those factorselements that have a negative impact on B2B data sharing, and Section 5while the following paragraph (5) identifies and analyzses factorselements that produce a positive one. Section 5 also examinesWithin paragraph 5, the business models of business currently in use in B2B data sharing operations. are also considered. 
Sections 4 and 5 also distinguish between those factors, whether positive or negative, that have direct More in detail, the article, in its paragraphs 4 and 5, distinguishes between – either positive and negative – factors that produce direct effects on B2B data sharing and those that have indirect ones. For the purposes of this article, factors or measures are considered to have a direct impact when they produce a strong effectFor the scope of this article, the distinction between direct and indirect impact lies in the fact that, in the first case, B2B data sharing is targeted by the measure at stake or the latter produces a highly-advanced impact on B2B data sharing initiatives. An indirect impact occursAlternatively, there is an indirect impact, if the factor under analysis modifies, ( or does not modify,) the relevant framework in a way that produces as a secondary effect hindering or favouring B2B data sharing.
To complete the analysis, Sectionparagraph 6 investigates the conditions under which antitrust law can affect B2Bbusiness-to-business data sharing. In the Conclusion, this article weighs all the issues and factors raised in Sections 4, 5 and 6The conclusion of the paper briefly balances all the factors considered in paragraphs 4, 5 and 6 and discusses whether the adoption of further measures to incentivize B2B data sharing is need to be adopteded.

2. FRAMING B2B DdATA SsHARING
This article viewsFor the scope of this article, data sharing can be seen as the sum of three actions: the making available of data from one company; the access to said data by one or more other companies; the re-use of this data by companies that accessed the data, usually through a non-rivalry approach, in that (i.e. the company accessing thewhich accesses data is not a direct market competitor of the data source). Thus, with respect towhen dealing with data sharing, we consider data is considered not only as an output, or – i.e. as a product generated through a process; – but more importantly, it is seen as an input, capable of generating and/or improving processes, products and services. 
Additional Further featureselements of data sharing can be identified on the base of the from business models currently used for B2B data sharing (in see Section 5)this respect, see paragraph 5 below). First, companies engaging in data sharing initiatives do not necessarily provide access to a complete dataset. Indeed, the proportion of data shared by a company depends on its business strategy. Secondly, data sharing need not be,does not have to be – and often is not, – free of charge. It may involve the payment of a certain price or the provision of a service as remuneration by the company accessing the data. Thirdly, companies are free to determine with which entities or individuals who they are willing to share their data. with. Although there may be regulations governing access to certain data, data holders generally have control over the data they are sharing and the conditions of use they applyare applying.
In addition, a common element of data sharing initiatives is the potential simultaneous extraction of value from the same dataset by two different companies. If aIf we consider a company holding that holds a certain set of data and allows another company tothat has access to and re-uses thatthe same dataset, the data owner maythe value that the first company assigns a completely different value to its data than does the second company.to its data may be independent of the value acknowledged by the second company. In essence,other words, the fact that a company makingis making available some of its data available to another company may indeed be extractingdoes not exclude that it extracted value from the same data. Moreover, a company that allows the re-use of its data does not necessarily incur losses in data quality. In fact, it  and, often, does not even incur anyin competitive disadvantages, since the company usually engages in developing and improvingit usually deals with the development and improvement of entirely different processes, products and services than does it data sharing partner.
In terms of effects, data sharing is essential for supportingto foster data-based innovation. InLooking at a B2B relationship, data sharing can have innovative effects for both partnerson both sides. A company that on its own is unable or unwilling to collect data on its own, may, when granted access to existingsaid data, be able to may disruptively or incrementally innovate processes, products or services that it otherwise would not be able to accomplish, or thatbe impossible or  whose quality would otherwise be lower. At the same time, theMeanwhile, data producers would be rewarded for sharing data the value of whichwhose value they may have already exploited within their own processes, products or services. In light of this situationconsideration, the debate on how to encouragefoster a European data economy must give priority toplace effectiveproper data sharing incentives at the forefront, since it is widely recognized that in order to maximize the value of data, it must be widely available.an extended availability of data is widely recognised as crucial to maximise its value.  In particular, increasing access to data held by private players, –  while not contraveningdicting the applicable rules, – is recognized as crucial for developing innovative AI applications.	Comment by Susan: Why is this clause about not contradicting applicable rules necessary?

3. B2B DdATA SsHARING WwITHIN THE EU AaGENDA
In 2013, the European Council published its strategic agenda for achieving a moretoward a data-driven economy. In particular, the Council called for the adoption of measures aimed at advancingfostering the digital single market and data-driven innovations, recognizsing that big data and cloud computing are “important enablers for productivity and better services” and that “cloud computing should improve access to data and simplify their sharing.”. Following the Council’s input, in 2014, the Commission published the Communication ‘Towards a Tthriving Ddata-Ddriven Eeconomy, in which’ where it framed the main difficulties facingof the data sector in Europe, emphasizinghighlighting  the need to put an appropriate policy framework in place, to provide an environment of legal certainty and to facilitate business operations involving big data. Key characteristics of a thriving data-driven economy include, among others:, the availability of datasets from private players across the economy; the necessary infrastructure to enable businesses to access data; the existence of knowledge and skills that enablefor enabling companies to engage in data sharing and re-use; and the development of common standards for technologies and data interoperability.	Comment by Susan: Footnote or page number for these quotes?	Comment by Susan: 
This drive to createtoward  a more efficient data economy was renewedreinstated in 2015 with the launch by the EU of the Digital Single Market strategy, which regardscounts the maximizsation of “‘the growth potential of the digital economy”’ among its pillars. The European Commission then, consequently, proceeded to tacklewith tackling what it perceives as two major roadblocks to this goal: unjustified restrictions on data circulation in the EU and legal uncertainty related to data sharing. Therefore, while obstacles to data circulation need to be removed – via regulatory instruments, – uncertainty concerning data sharing operations needs to be clarified – through non-binding instruments.	Comment by Susan: This needs a reference.
In accordanceline with this planned approach, no regulations or proposals of regulation have been discussed in relation to data- sharing tools. The EU is not considering regulatingevaluating to regulate data sharing horizontally: –  that is, by harmonizsing its legal framework. A – and, at this stage, the EUit considers it sufficient to develop non-binding measures aimed at granting actors ion the market the best possible conditions for sharingto share data – through the freedom of contract. In essenceother words, the focus of the EU is not on controllingruling data sharing, but, rather, on organizsing access to data from interested private parties, by providing them with better conditions to do soit. This directionchoice is justified by the intent not to limit the freedom of business of the parties involved. At the same time, B2B data sharing in the EU is affectedimpacted by several actspieces of vertical regulation, – depending on the type of data which companies intend to share, – some of which will be considered in Sectionsparagraphs 4 and 5 below. 
Regardless of what type of regulations are under discussionIn any case, within EU official documents, B2B data sharing in itself is a recurringent issuecategory  with respect towithin the EU official documents concerning the building of a European data economy. According to these documents, B2B data sharing playsIt is presented as an activity with a major role in the development of a vibrant EU data economy, because market players often data transfersneed it in order to extract the maximum value from private sector data. In particular, inwith its 2017 Communication on ‘Building a European Data Economy,’, the European Commission, for the first time, the Commission clarified the necessity of developing and encouragingfostering effective access to data via non-legislative measures. This document also  presented the draft of a planand planned the draft of a guidance on how non-personal data rights should be addressed in contracts in order, to increase the legal certainty for companies and to mitigate the effects of divergent national regulations.
The 2017 Communication was followed immediately by a public consultation on ‘Building a European Data Economy.’. It is notableFor our purposes, it is interesting to note that the stakeholders answeringwho answered the online survey agreed with the Commission’s approach and influencedhad an influence in the decision to adopt non-regulatory measures aimed at incentivizsing data sharing. This approach resulted from the statedresults from an (asserted)  intention to consider the effects from data sharing to be mainly beneficial and to regard the existing regulatory framework as adequate, – with the imposition of horizontal legislation on data sharing deemed too premature. Relevant stakeholders’ answers also highlighted the importance of safeguarding investments made input into the production and analysis of data and the limited use of data sharing outside economic sectorsgroups.
A later Communication in 2018,  (‘Towards a Ccommon European Ddata Sspace,’) generally confirmed thise strategy on B2B data sharing. It, established the key principles of the action to be taken and committed to keeping the dialogue with stakeholders open. In particular, the Commission stressed the need tofor regularly assessing whether a non-regulatory approach toward B2B data sharing, consisting – composed of principles and codes of conduct continued to remain – remains sufficient to “maintain fair and open markets.”.	Comment by Susan: Reference?
A comparison between the discussions in 2017 and 2018 on the tools for incentivizing to incentivise data sharing reveals a narrowing of the measures under considerationanalysis. Indeed, the 2017 Communication debated, inter alia, the opportunity to develop: a guidance on incentivizsing businesses to share data; technical solutions for reliable identification and exchange of data; default contract rules; a data producer’s rights; and a framework based on access to anonymizsed data in return foragainst remuneration. The 2018 Communication  categorizedset out the measures for incentivizingto incentivise data sharing intowith  three more specific categories: (i) fostering the use of application programming interfaces to simplify access and use of datasets; (ii) developing recommended standard contract terms; and (iii) publishing EU guidelines.
Along with the 2018 Communication, the European Commission published a guidance on sharing private sector data (the “Guidance”). In its introduction, the Guidance clarifies that it does not represent a law statement of law and that it does not bind the Commission with respectin regard to the application of EU law. The primary purpose of the Guidance is to create a level playing fieldIts main raison d’être lies in levelling the playground among for stakeholders, by framing the key principles and by providing a toolbox ofn legal, business and technical aspects of data sharing for those companies thatwhich are data holders or users.
Having now discussedframed the documents on whichat the basis of the EU policy aimed at incentivizing data sharing initiatives is based, Sectionsparagraphs 4 and 5 below will analyzse the EU legal framework that currently governs data sharing initiatives. In particular, Sectionparagraph 4 will focus on the regulatory and non-regulatory factors that hinder data sharing, while Section paragraph 5 willon explore those factorsthose that favour it.

4. FACTORS WITH A NnEGATIVE IiMPACT ON B2B DdATA SsHARING
One can distinguish factors that have a direct or indirect negative effect on B2B data sharing activityconducts. The main factorone with a direct negative effect is the need to safeguard data protection within B2B data sharing operations and so to comply with the General Data Protection Regulation (GDPR). In particular, data controllers musthave to respect the additional obligations demanded by theprovided for by GDPR, even if the dataset to be shared contains an insignificant amount of personal data. In addition, multiple factors with an indirect negative effect are identifiable and can be grouped into three , which we can group in three main areas in which the current framework is deficient: ad hoc standards, licensing models and mechanisms for establishing the value of datasets.
§4.01 Factors with a Ddirect Nnegative I impact
When examiningStarting from  the factors with a direct negative effect on data sharing, the first issue to be addressed should beone should consider the wide scope of the GDPR’s application, of GDPR which includes both datasets of personal data and mixed datasets. The harmful effect of such a broad application isSuch negative factor is  linked to the difficulty of distinguishing whether the data contained within a dataset involved in a sharing initiative is of a – depending on their nature of personal or non-personal naturedata. Indeed, while the application of the GDPR to the entirewhole  data sharing initiative depends on such a distinction, this distinctionwhich is vague and difficult to draw in practice. As a consequence, only datasets composed ofby solely only non-personal data would fall under the EU Regulation (EU) 2018/1807 rather than the, instead of GDPR. This situationfactor has a relatively stronglarge impact, given  that the value of datasets also depends, among other things,  on their  variety, and that the majority of datasets are mixed, resulting from technological developments such as the internet of things, artificial intelligence and technologies enabling big data analytics.
In abstract terms, the GDPR and EUthe Regulation 2018/1807 on the free flow of non-personal data (2018/1807) might find parallel application to mixed datasets, i.e., datasets composed ofby both personal and non-personal data. However, Article 2, paragraph 2 of EU Regulation (EU) 2018/1807 clarifies that when personal and non-personal data in a set are inextricably linked, the application of the GDPR should prevail. Therefore, the GDPR should fully apply to the entirewhole mixed dataset, even when personal data represent a small and secondary part of the dataset, if the data are not distinguished or distinguishable. Although the concept of inextricably linked is not defined by the two regulations, the Commission, – in the Guidance on EU Regulation (EU) 2018/1807, – clarifies that the phraseit c can refer to a situation whereinby a dataset contains personal data as well as non-personal data and separating the two would be either impossible or deemedconsidered by the controller economically inefficient or technically unfeasible by the data controller. Therefore, the non-separability of data contained in a set seems to depend mainly on the determinationwill of the data controller, who musthas to weigh two different setsconsider two different of costs: direct cost, – for distinguishing the data;  – and indirect costs amounting toones, in the sense of the reduction of value of the resulting dataset(s).
Furthermore, non-personal data are defined a contrario with respect to personal data and, – in a variety ofvarious cases, – business players must copehave to deal with uncertainty about the exact boundaries between personal and non-personal data. Moreover, the case- law offersprovides us with a broad interpretation of personal data, which appears very comprehensive in which seems to have a potential all-embracing nature, thus making itand which makes difficult to exclude the application of the GDPR or, more generallyin general, to identify the relevant rules to be applied to athe concrete situation. Therefore, the scope of the definition of personal data may restrict the number of cases in which the Regulation on the free flow of non-personal data should be applied rather than the, instead of GDPR, making information not relating to an identified or identifiable individual rather rare.
In summary, considering the costs and the technical complexities of separatingto separate data as well ason one side, and the uncertain nature of  data, on the other side, in concrete terms, it is extremely difficult to differentiate categories of data within a dataset in concrete terms. Furthermore, neithernone of the two Regulations under discussion forces business players to make such a separation within datasets they control or process. Consequently,Thereby – as the Commission explicitly recognizes, –  a mixed dataset is generally subject to the GDPR. In practical terms, this means that a dataset is subject and, therefore, to the obligations of data controllers and processors and enjoysto the respect of the rights of data subjects. For example, both the company that shares the data and the one that receives them must ensure an adequate level of security – in compliance with Article 5 letter (f) of GDPR  throughout the overall dataset, in compliance with Article 5(f) of the GDPR. In this sense, the application of GDPR to any data sharing operation concerning mixed databases, – which are the majority, – entails a direct negative factor and substantially inhibitsrestrains companies from starting data sharing initiatives.

§4.02 Factors with an Iindirect Nnegative Iimpact

An analysis ofIn analysing the elements that hamper the factors that impede data sharing could begin, one could start with the difficulty ofin  identifying the regulatory framework with which to comply. with. Because of this confusion,  Namely, companies are disincentivized to begin engaging inin starting data sharing collaborations due to the risk of infringing relevant rules of which they may not be certain. The difficulties in complying with the applicable legislation are exacerbated by an EU framework composed of sets of rules which operateproceed with a sectorial approach. In particular, different rules apply to different categories of data: personal data (GDPR); non-personal data (Regulation 1807/2018); customer bank account data (Second Payment Service Directive); government data (Open Data Directive). In this sense, the lack of coherence and consistency in the measures adopted by the EU legislative bodyor is an indirect obstacle to data sharing initiatives, since it increases exponentially increases the costs of compliance that business players musthave to bear.	Comment by Susan: 	Comment by Susan: This different Directives should be followed by the year in parantheses.
The lack of coherence of the relevant legal framework is partially linked to a degree to another indirect obstacle to data sharing:. Namely, the existing legal uncertainty with regard to certain categories that would simplify data sharing. One of these uncertainties, the non-harmonization ofn data localization rules, has been overcome by EU Regulation (EU) 2018/1807 (see Sectionparagraph 5). However, many unclear categories remain,  – such as the control of data holders over their own data and datasets, which is linked to the debate on the opportunity to introduce a data right and on the possible uses of intellectual property rights regardingtoward data and datasets.
Further factors with an indirect negative impact on data sharing arise from deficiencies in the market structure. First, there are no accepted parameters for establishing the value of a dataset. In addition, the veryEven more so, the  activity of attributing a value to a dataset is inherently complicated, given the difficulty of identifying it ex ante; – that is, before accessing the actual dataset (see, also, Sectionparagraph 6). 
Moreover, there remain several technical barriers stand against data sharing, chief among which is the lack of common standards regardingwhen it comes to data format and the variables of datasets. These deficiencies deterhamper interoperability and portability between datasets. As a consequence, data standardization and technical harmonization are commonly recognized as essential for facilitatingto facilitate the re-use of data, while the current EU infrastructure is considered inadequate with regard to this issue.in these regards.
A partial exception to the lack of harmonization can be found in the Fintech sector, where a sector-specific portability rule, – the access to account rule, a compelling form of data access, – has been introduced by the Second Payment Service Directive (PSD2). ThisSuch a  rule requires technical interoperability to be effective. In particular, the access to account rule relies on the use of open application programming interfaces (EU Second Payment Service Directive APIs) that enable consumers to share their account data with authorized third parties (on APIs, see also Section see also paragraph 5 below). Therefore, the implementation process of such mechanisms will be decisive in determining the success of the PSD2.	Comment by Susan: Is this correct?	Comment by Susan: Year?
A secondary set of indirect obstacles that falls into the category of the deficiencies of the market infrastructure is the lack of data sharing culture, solid infrastructure and expertise within EU companies, in particular small and medium-sized enterprises. Furthermore, companies are unaware of the benefits of data sharing, and consequently they show little trust in this kind of operations.
§ 4.03 Conclusions on the Ffactors with a Nnegative Eeffect
In conclusion, this overview of the elements with a negative impact on B2B data sharing allows us to identify a need to balance and reduce the transaction costs that companies are exposed to when they engage in data sharing initiatives. In particular, as seen in Sectionparagraph 4, with respectwhen it comes to those factors with a direct negative effect – mainly the broad scope of application of GDPR – a better coordination of the existing set of rules should be promoted, as well as a clearer regulatory environmentscenario concerning data sharing should be promoted. In addition, enhancing the certainty of the relevant legal framework would effectively help in increasing the market’s trust and awareness of the data economy potential. 
Regarding the mentioned factors discussed that havewith an indirect negative effect on data sharing, structural measures should be adopted. First, data sharing should be simplified in technical terms by promoting and incentivizing the adoption of standards and, therefbyore, the interoperability of datasets. CIn this scenario, also competition law also plays a role, by preventing the possible abuse of dominance perpetrated by standard controllers (see Sectionparagraph 6). Second, ad hoc license models and parameters to establish the value of a dataset should be specifiedelaborated. 

5. FACTORS WITH A PpOSITIVE IiMPACT ON DdATA SsHARING
The factor that can be identified as havingwe can identify as one with a direct positive effect on data sharing is the Guidance on private sector data sharing, cited in Sectionparagraph 3 above, which helps clarifywith its clarifying function concerning the principles and relevant business models, in the context of B2B data sharing. A positive indirect impact on B2B data sharing through rules that facilitate the data holder ex ante can be attributed toInstead, three different regulations: ( the EU Database Directive, the GDPR and EU Regulation 2018/1807) (see Section 5.02 below) will be discussed in paragraph 5.02 below, since they produce a positive indirect effect on B2B data sharing, through rules that facilitate the data holder ex ante.	Comment by Susan: This needs a year

§5.01 Factors with a Ddirect Ppositive Iimpact
As mentioned, the European Union is not considering the adoption of binding measures requiringtoward B2B data sharing. T: the decision offor data producers and controllers to engage in data sharing operations remains up to them, as doeswell as the choice as toon which data to share, with whom, and underat what conditions. As a result, allThis results in B2B data sharing initiatives are currently being implemented through contracts. The Guidance is the only document that clarifies the B2B data sharing arenascenario within the EU, albeit partially. In particular, the Guidanceit provides companies with principles and standard rules that they can implement in their data sharing contracts. dealing with data sharing.
The Guidance provides five principles, : three of them aimed atare oriented in simplifying data sharing and increasing the trust of stakeholders toward this conduct, and the remainingwhile the last two focusing on market dynamics. According to these principles, stakeholders should enter into data sharing agreements which first identify in a transparent manner who has access to the data and what uses are allowed in a transparent manner. Then, the agreement should recognizse when several parties contribute or have contributed to creating the data. Furthermore, the need to protect commercial interests and trade secrets of both data producers and data users should be addressed. For market purposes,As far as the market is concerned, data sharing agreements should strive to ensure undistorted competition when exchanging commercially sensitive information and to minimizse the data lock-in, thus enabling as much data portability as much as possible. In essence, the Guidance systemizes the relevant principles and provides private players with a clear toolkit for preparing their data sharing contracts, even if no single one of these principles on its ownby itself  is capable of modifying the currentrelevant situationcenario and producinge a breakthrough in data sharing initiatives. 
The Guidance also provides private players with a useful overview on the business models in use within B2B data sharing initiatives and their particularitiespeculiarities. It should be noted that, in any case, the Guidance does not introduce any new factors or instruments, nor does it produce any significant modification to the relevant framework. In its undeniablyindeed useful role asof a manual for data sharing activities, the Guidance is, however, constrained byto the actual legal framework and does not provide for any innovation in this context. 
An additionalAs a further  factor with a positive influencefactor which positively impacts on B2B data sharing, which already existed but was – already existent but systematized by the Guidance, is the fact – it should be noted that business models did evolve within the data sector, notwithstanding the inertia of the policy makers and the legislators. Furthermore, consideringin consideration of the early stage of development of the European data economy and its growth potential, new business models for B2B data sharing will most likely will emerge in the future. 
To date, B2B data sharing occurs throughtakes a variety of forms and employs different business models, including the simplest ones, such as data monetizsation, which is – a one-sided approach whereby a company generates additional revenue (including in the form of service provision) by sharing data with other companies. The data market, on the other hand, relies on the role of trusted intermediaries that bring together data providers and users to exchange data on a secure online platform. In this model, intermediaries are remunerated on the basis of the data transactions that take place on the platform. An additional further alternative is the use of industrial data platforms, which are based on a collaborative and strategic approach to data exchange within a small group of companies. Under this model,Therefore, companies voluntarily decide to establish closed and secure environments to facilitate the development of new products and/or, services and/or to improve their internal efficiency. Data tend to be shared free of charge on such platforms, but fees may also be considered. An alternative model is the so-called open data policy, which can be usedrecurs when companies choose to share their data free of charge to encourage the development of new products and/or services. The most common and flexible business model forconcerning data sharing initiatives is based on technical enablers, which are released by specialized companies dedicated to making data sharing possible through a technical solution. These companies obtain revenues from the creation, use and/or maintenance of the technical solution, and ( not from the data exchanged). It is also possible forcould also happen that a platform to develops its own technical solution or for a number of more platforms to develop a common one.
Among the technical enablers, the Application Programming Interfaces (APIs) – protocols that define how software components communicate among each other – play a crucial role. It is possible toWe can  distinguish among:between: public, ( or open,) APIs with whose interfaces are easily accessible by external parties;; private, ( or closed,) APIs, which are indeed meant to remain non inaccessible; and partner APIs, a hybrid between public and private APIs which are limited in their openness (e.g., access to third parties is limited to APIs’ back-end functionalities). APIs currently are the most common technical way to share B2B data. Their number has been growing dramatically since 2010 and their role is increasingly important in the field of data sharing. Indeed, APIsthey have the potential to facilitate interoperability between systems by allowing software applications to exchange datasets and data flows and, by identifying the data to be shared and the format in which they will be shared. Furthermore, APIsthey can enable the inclusion of specifications for different datasets and managehandle technical aspects concerning access rights. In addition, as mentioned in Sectionparagraph 3, the 2018 Communication of the Commission acknowledgedindicated the incentive to use APIs as one of the main drivers to simplify access and use of datasets. However, there are no clear rules on the characteristics that APIs must share. Specifically, while some industries have establishedreached an understanding as toon whichat APIs to employ, in many others, no such consensus has been reachedestablished,  as toon  how APIs should be chosen and whether open standardized ones would be preferable. As mentioned, the standardization of API platforms is essential forto improvinge the interoperability of the systems adopted by different companies and, therebyfore, to  significantly facilitatinge the sharing of data. The importance of standardizing API platformsIts significance increases even more in light of the observationif one considers that the current dearth of standards pushes companies to develop private API platforms and additional technical data transfer tools aimed at pursuing specific commercial interests and whichthat may not comportbe aligned with the objective of producing pro-competitive effects inon the market. , being aimed at pursuing specific commercial interests. Furthermore, APIs managed by competitors can be used as a tool to further collusioncollude (see Sectionparagraph 5).
If the current trajectory of the development of APIs entails some risk of negative effects on data sharing, a most likely positive direct effect will occur as the result of the specificationcome the elaboration of model contract conditions created from a data sharing support center,–  withto which the Commission has already planned to participate actively participate.– through a data sharing support centre. The data sharing support center,latter – launched in July 2019, – is collecting existing best practices in use for the different types of data sharing agreements, and it should provide business players with contractual instruments which comply with the existing regulatory framework and, – at the same time, – that  ensure the protection of both the market competition and of the strategic interests of the parties involved. 
§5.02 Factors with an Iindirect Ppositive Iimpact
Moving the analysis to those factors that could produce an indirect positive effect on sharing,T we can identify three different pieces of regulationregulatory measures can be identified that could produce an indirect positive effect on data sharing.
First, –  in specific situations,cenarios – the Database Directive could provide the data controller with a right toon its database. WhileFrom one side, the Database Directive establishes the protection of databases by copyright if they are original, it also. From the other side, it rules that non-original databases can be protected underat certain conditions with the use of a sui generis right:, i.e., a specific property right for databases that is unrelated to other forms of protection, – such as copyright. The goal ofpursued by the Database Directive is to safeguard the position of database makers against misappropriation of the results of their financial and professional investment. The investment protection is guaranteed by the right to “prevent extraction and/or reutilization of the whole or of a substantial part, evaluated qualitatively or quantitatively, of the contents of that database.” However, the scope of application of the sui generis database right is very narrow, assince it concerns only the overall dataset, ( or a substantial part of it,)  and not individual data or sections of the dataset and it does not involve the data production but only the dataset compilation. In essenceother words, it only protects only the structure of the database, althoughwhen its development involves a significant degree of investment.	Comment by Susan: Reference?
The sSecond and third legislative measures,, the combination of the GDPR and the Regulation on the free flow of non-personal data areis simplifying the circulation of data and, therefore, the circumstancesscenario in which data controllers operate. Indeed, both the GDPR and the EU Regulation (EU) 2018/1807 establish a general principle of free movement of (personal and non-personal) data. The main difference in the two sets of rules lies in the justifications that are offered for limiting theis in the reasons that can be put forward to limit free movement of their respective data spheres. According to the Regulation on the free flow ofFor non-personal data, free movement may be limited by national authorities only on the grounds of public security in compliance with the principle of proportionality. In contrast,stead, pursuant to the GDPR acknowledges other reasons for limiting the movement of data, stating that, “the free movement of personal data […] shall neither be restricted nor prohibited for reasons connected with the protection of natural persons with regard to the processing of personal data.” This means that, in principle, other reasons can be considered.That is, other reasons are allowed in principle. This difference between the two regulations means that EU mMember sStates have more freedom of action when restricting the free flow of personal data (under the GDPR) than they have when restricting the free flow of non-personal data (under Regulation 2018/1807). As a consequence, an obligation of personal data localization for a data controller might stem from a reason other than that of – different from  the protection of personal data, – which would not be valid underfor the EU Regulation (EU) 2018/1807, because it is not based on public security. Paradoxically, then, the data controller might be limited in moving only a part of its mixed dataset. Considering the already mentioned complexities and costs in distinguishing the data within a set, the result would most likely be that the prevalence of the restriction onf the free flow of the overall dataset would prevail, – since the mixed dataset composed of inextricably linked data would fall under the scope of GDPR.	Comment by Susan: reference	Comment by Susan: Reference?
It is also recognized that opening the possibilities fory  transferringto port data would facilitate data sharing operations. In particular, business players would be ablein the condition to engage in cross-border sharing operations. Looking at the two regulations, they are intrinsically different with respect tofor what it concerns data portability. In a business-to-consumer relationship, Article 20 of the GDPR confers upon attributes to the data subject the right to bring personal data concerning him or herselfher from one service provider to another. In contrast, Article 6 of EU Regulation (EU) 2018/1807 provides for a self-regulatory approach, with voluntary codes of conduct which, if adopted, would enableallow a professional user to transfer information not concerning an identified or identifiable natural person to another service provider, in a business-to-business relationship. Therefore, also individuals, – in the exercise of their professional activities, – are not affectedinterested by the portability right provided for by the GDPR. In this sense, in its preamble, the same EU Regulation (EU) 2018/1807 in its preamble clarifies that individuals already benefit from the existing EU law, while the ability to switch between service providers is not facilitated for those users actingwho act in the course of their business or professional activities. Furthermore, the European Data Protection Supervisor has highlighted that in the situations of mixed datasets, containing both personal and non-personal data, it must be ensured that the data portability from a professional, as highlighted by the European Data Protection Supervisor, will not affect the rights to data protection of any data subject involved.
§ 5.03 Conclusions on the Ffactors with a Ppositive Eeffect
Looking at the elements which may directly or indirectly generate – direct and indirect – positive effects on data sharing, it seems that those currently in placepresent are unable to produce a ground-breaking impact on data sharing initiatives. First, the Guidance is an important document, but it contains an acknowledgement acknowledgingof the key principles and business models in place, but it does not offerwithout offering any further certainty or novel tools. The formationdevelopment  of contractual standards couldmight represent a significant step forward. Second, the scope of the Database Directive is limited to very specific cases, and it does not provide data holders with an effective tool for controlling their own data. Finally, the situation created scenario configured by the combination of the combined GDPR and EU Regulation (EU) 2018/1807 presents many uncertainties. The cost of complyingto comply with these sets of rules and the lack of interoperability between datasets might nullify the positive effects of the free flow and portability of data.
As a concluding observation,sive remark, within it should be mentioned that private initiatives, which partially address the system’s weaknesses, as they deal with the technical and organizational obstacles to data sharing, should be considered among the factors that could produce a positive effect on data sharing, even if these private endeavors are not dependent onfrom the EU initiatives, we might also consider private initiatives that partially address the system’s weaknesses, as they deal with the technical and organizational obstacles to data sharing. Indeed, in the absencelack  of an institutional intervention by the EU, the industry is slowly developing standards and best practices applicable to data sharing on its own. An example of this development is the much discussedtalked Data Transfer Project, – initiated by the Google Data Liberation Front in 2017 and joined by Facebook, Microsoft, Twitter and, inlast July 2019, Apple. In particular, the Data Transfer Project is aimed at creating an open- source, service-to-service data portability platform. One of the effects of such a platform would be to enable users As an effect, users should be in the condition to move their online data without downloading and re-uploading them. The initiative is based on the development of a common framework with an open- source code that – via a system of data adapters and APIs released by the platforms – could be translated and made compatible with other online platforms using a system of data adapters and APIs released by the platforms. Therefore, by enhancing data portability and increasing interoperability between datasets, the still ongoing Data Transfer Project, which is still ongoing,  would reduce the infrastructure burden on both providers and users. However, private initiatives cannot be compared in terms of impact with systemic interventions of the legislators or the policy makers in terms of impact. In fact,deed, the standards and practices developed by private players, who are being focused on their own specific strategic interests, may not align withbe at odds the public interest. Moreover, these private initiativesy carry the risk of creatingto create multi-speed  situations which would exacerbate gaps between industries.	Comment by Susan: It is not clear what is meant by multi-speed. Multi-natured? Please clarify.

6. ASSESSING THE RrOLE OF CcOMPETITION LlAW IN IiNCENTIVIZING B2B DdATA SsHARING
ExaminingIf one reads the official documents published by the European Commission (see Sectionparagraph 3 above) from an antitrust perspective, data sharing emerges asis a key element for advancingmoving toward a European data market, with competition law having a certain relevance in this context. In particular, in the 2017 Communication, the Commission deemedidentified general contract law and competition law as sufficient for addressing the issue ofdealing with data sharing in the EU. The Commission also recognised that “where the negotiation power of the different market participants is unequal, market-based solutions alone might not be sufficient to ensure fair and innovation-friendly results, facilitate easy access for new market entrants and avoid lock-in situations.”. In addition, as mentioned previously, the 2018 Communication and then the subsequent Guidance included provisions for ensuring undistorted competition when exchanging commercially sensitive data among the general principles for data sharing contractsprovisions for ensuring undistorted competition when exchanging commercially sensitive data., among the general principles for data sharing contracts.	Comment by Susan: Reference?
The report ‘Competition Ppolicy for the Ddigital Eera,’ – prepared by a team of expert for the EU Commission and published in May 2019, – retraces the ways in which competition law can contribute to the development of the data economy. Among other things,As far as it is of interest to the current analysis, the report highlights the need to define circumstancesscenarios and conditions under which dominant companies, and in particular dominant platforms, are required to grant access to their data.
In general terms, antitrust law and competition authorities cannot affect the structural characteristics of the markets and, for the purposes of this paper, – for what is of interest here – of data-driven markets;, nor can they intervene in the sense of reducinglessening the cost offor accessing data. This general rule is contradicted only in exceptional circumstances that justify justifying the application of the so-called essential facility doctrine (EFD).
The EFD is based on the assumption that a company with a dominant position in the relevant market, under certain conditions that make it possible to consider a  facility to be essential, is required to share it with anyone requestingwho requests it, including its competitors. Generally speaking, for the application of the EFD to be applicable, four conditions should be presentoccur: the infrastructure to whichwhose access is being denied must be indispensable for economic activity ion the relevant market, since there are no current or potential substitutes; there must be no objective justification for denying access; the holder of the facility must be in a position to reserve a secondary market for its own benefit as a result ofhimself, thanks to the refusal to contract; and it is likely that the competitor being excluded from the market would supply a product or service not yet present on the market itself. 
In 2017, the Commission clarified that there was no justification for exempting the data market from the application of the essential facility doctrine. Data-based markets, however, do not seem to possesscarry the conditions required for the application of the EFD. ConsideringStarting from  the first requirement, – i.e. the indispensability of the resource, – there is no agreement on the conditions under which data can be considered an indispensable rather than a replaceable asset. In particular, according to the Court of Justice of the EU, the access to an input is indispensable if there are obstacles of a technical, regulatory or even economic nature capable of making it impossible or extraordinarily difficult to duplicate it. In this sense, if data can be acquired or purchased in some other way, then they cannot be considered indispensable assets. Moreover, it seems difficult to identify a conduct aimed at excluding a competitor in the data market, because the facility owner should already be active in the downstream market and, – by refusing access, – would seek to reserve this market for itself. This does not seem to be a recurringent scenario in the case of a refusal to share data. With regard to the non-introduction of a new product toon the market, a company is usually unable to determine which product or service can be developed through the re-use of a specific dataset before actually accessing it. Meeting the requirement of the “‘new product”’ is therefore even more complex and problematic. T: those who want to access the data should not only be able to detail precisely which data they need to access, but also the specific purpose for which they need the data. A competitor can hardly demonstrate the need to accessof accessing certain data, and, even less so, the need of that data in particular for developing a new product for the market,  – as it does not have access to the data itself. In essenceother words, it seems impossible to state ex- ante which of the many itemspieces of information in a dataset are essential for generatingto generate a new product and, more generally, whether there is essential information in the dataset.
Finally, even if the conditions necessary to applyparameters of the essential facility doctrine were adequately verified, a system of compulsory licenses in the data market would be difficult to manage for various reasons, such as the difficulty in clearly identifying the object – that is, the specific dataset – which must necessarily be shared, and in defining the conditions, as well as the temporal frameworkhorizon, of the sharing.
In light of the above considerations, it is extremely difficult in the data market to demonstrate that a facility in the data market is essential for competition is extremely difficult, even more so when defining the parametersboundaries of the essential facility itself. This interpretation appears to conform toseems in line with what was recently stated in the above-mentioned report,  ‘Competition Ppolicy for the Ddigital Eera,’,  concluded:namely: “[T]the ‘classical’ EFD may not be the right framework to handle refusal of access to data cases, as the doctrine has been developed with a view to access to ‘classical’ infrastructures and later expanded to essential IPRs.” 	Comment by Susan: Reference?
It is also possibleFor the sake of completeness, to conceive ofthe most recent doctrine also proposed a simplified reading of the application of the EFD to the data sector, whereby. In other words, a case-by-case check on the applicability of the EFD would be based on two central questions. First,: is it possible to identify an alternative source of data that allows access to a dataset comparable to that at stake? Second, iIf there is not an alternative data source, is such a lack due to the (low) value of the data or to the concrete complexity in collecting and analysing them? 
However, to fully understand the limits of the application of the essential facility doctrine to the data market, it is also necessary to consider the general reasoning of the EFD, according to which forcing companies to share without proper justifications would entail a serious risk tocompromise of investment incentives. The balance must never be disproportionate in the sense of strivingwanting to increase competition per se, to the detriment of investment protection. Therefore, in this author’s opinion, in the opinion of the Author, it can be confirmed that the EFD is not generally applicable to the bBig dData phenomenon.
Another competition law-based question involving competition law that needs to be addressed is whether the Fair, Reasonable and Non-Discriminatory (FRAND) licensing system can be applied within the data economy and thus provide a yardstick of a dataset’s value. In this sense, the Commission, – in its Communication,  ‘Building a European Data Economy,’ – considered the possibility of developing a framework based on fair, reasonable and non-discriminatory terms for determining remuneration in the context of data exchanges between companies. Specifically, the FRAND license requires the patent holder to grant the use of a patent to interested parties on fair, reasonable and non-discriminatory terms. Originally, the obligation to grant FRAND licenses was based exclusively on competition law and on avoiding anythe abuse of market power. Currently,To date, however, FRAND licenses may have a contractual basis. In this sense, most standard- setting organizations (SSOs) require patent holders to granted licenses under FRAND conditions to include a patented technology in a standard essential patent (SEP). In case of refusal by the patent holder, the latter will not be included in the standard. Therefore, the matter of exchange is composed of two parts: the inclusion of the patent in the standard and the guarantee that FRAND licensing conditions are applied, notwithstanding the dominant position of the patent holder notwithstanding.
Applying these categories to the European B2B data sharing situationour scenario, it can be considered that a specific dataset may be considered essential for the development of products or services in a given market. The complexity of defining the non-substitutability of a data set has already been discussed. However, in some circumstances data,  (in particular industrial data,) are not substitutable with other data. An example would be – for example, a company that prevents a provider of ancillary services, such as maintenance of certain products or services, from accessing information on those same products or services. On the other hand, however, there is a substantial difference between data that are not substitutable and an SEP. The latter is based on an agreement concluded by the operators ion a specific market, i.e. the members of the SSO. Therefore, the mere control of a dataset by an entity can actuallyrather be equated to a simple patent and not to an SEP. 
Even if we want to consider the adoption of FRAND licenses can be consideredas appropriate in B2B data sharing, we must point out the absence of generally shared rules on what parameters are necessary for a license to be considered fair, reasonable and equitable and, – therefore, – on the actual scope of the acronym FRAND should be noted. In particular, it is difficult to conceive ofimagine how royalties would be determined, also due to the uncertainty about the information contained in the dataset and about the new information that can be drawn from existing data. In essenceother words, becausesince  it is difficult to define the value of the dataset, it is equally difficult to establish the appropriate price for the license. All these considerations highlight the shortcomings of the FRAND system which, at present, does not seem particularly useful in a dynamic system such as that of data sharing between companies.
It is clear that all these considerations do not exclude the role that competition law might play ex post – in the case of sharing or lack of sharing activitiesconducts – pursuant to Articles 101 and 102 of the Treaty on the Functioning of the European Union (TFEU). Indeed, data sharing agreements may certainly produce anti-competitive effects on the market, due to provisions they may contain (101 TFEU 101). Data sharing agreements forged between competitors shouldhave to be assessed on a case-by-case basis, in order to verify whether they produce anti-competitive effects. In particular, APIs can be deployed to engage in anti-competitive practices, which are difficult to detect. Furthermore, it is possible to conceive of awe can consider the scenario in which the holder of a standard is putting in place an exploitative or exclusionary abuse in place (102 TFEU102). Data holders dominant in the relevant market in which they re-use the data can also carry out further exploitative or exclusionary activities by, for example, conducts, e.g., by selecting what data to share and with whom, without objective justification, in order to stifle any higher quality competition.	Comment by Susan: Is there a year?

7. CONCLUDING RrEMARKS
The importance of boosting B2B data sharing to advancefoster the European data economy is evident, as it would facilitateallows the extraction of maximum value from data and, as a consequence, increaseit increases innovation. In this sense, encouraging private data sharing is a key objective of the European Commission under the third pillar of the DSM strategy. To this end, the Commission has developed a policy based on the adoption of non-binding measures, operating within a bodysum of regulations that affect B2B data sharing. The objectives of this article wereas to identify this policy’s its strengths and weaknesses, linking the policy to further regulatory initiatives influencing impacting data sharing, and to understand in what mannerwhich direction the EU legal framework should be changed.
In an effort to identify the aspects of the policy and the regulatory context in which it operates, the article considers that the Guidance effectively clarifies the relevant framework, providing private parties with a set of principles and models for sharing data. In addition, the Guidance, – together with relevant Communications and reports carried out at the Commission’s behest, – identifies existing obstacles to data sharing and proposes possible scenarios for curbingto curb these obstacles. Moreover, some of the provisions contained in the general regulatory framework that may apply to data sharing initiatives actually simplify them indirectly: especially, – above all, the free movement of personal and non-personal data, the portability of personal data and the sui generis database right. Finally, the initiatives begunstarted by private operators play a central role, since they represent an evolution of the existing business models and move in the direction of increasing the interoperability and portability between datasets.
However, this article’s analysis demonstratese analysis undertaken in this article shows that the policy initiated by the Commission to encourage data sharing between companies is not effective and that the existing regulatory framework cannot be considered one that encouragesto be encouraging B2B data sharing transactions. In factother words, the Commission’s policy seems unable to shift the scenario significantly affect the current situation and to provide for a radical increase in B2B data sharing.
Firstly, this article has highlighted the considerable legal uncertainty to which operators are exposed. has been highlighted.  Operators mustThey have to comply with multiple parallel regulations, particularly when the sharing involvesconcerns a mixed dataset. In this sense, the goal of ensuring the coherence of the system should be pursued, not just by ensuring thatmaking personal data protection always prevails, but also by taking into accountconsidering B2B data sharing and reducing the uncertainty about the rules. Moreover, many of the traditional legal categories struggle to find application in the field of data. The category of ownership is particularly vulnerable, but also other tools , such as those developed by antitrust law, are also deeplyheavily affected, such as those developed by antitrust law.
Secondly, the lack of standards for data formats and dataset variables, – which may be partially addressedpartly covered by private initiatives, –  is critical. More concrete incentives can and should be implemented, for example,  by, for example, investing in the development of sector-based formats while, at the same time, preserving the role of antitrust law in preventing abuses by standard holders.
In light of the above, to make the Commission’s policy more effective and thereby, therefore, to establish a friendly environment for B2B data sharing, morea better coherence and greater certainty regardingof the existing EU regulatory framework and actions needed to tackle the existing technical barriers are necessary.
Furthermore, an element that may actually incentivize B2B data sharing maycould be found in the adoption of contractual models fully compliant with the existing legal framework, which, as mentioned, is part of the Commission plan. These models should be ready- to- use for private players and, ensure at the same time, ensure the preservation of the strategic interests of each party and of competition. In addition, the specificationelaboration of parameters to determine the value of data might be considered, as well as the development ofdeveloping ad hoc categories and theories for the data industry.
The corrective mechanisms identified to date for increasingso far to increase B2B data sharing consist of a combination of soft law and self-regulation. However, these measures sum of the two sometimes prove inadequate. For example, with the PSD2 Directive, the EU has recognized, with the PSD2 Directive, the need to establish an obligation for banks to share payment data with third service providers, ( subject to the customer’s consent). In particular, within PSD2, the EU regulator established mandatory access to bank account data, and stakeholders have been asked to enactmake such a rule working via self-regulation. The EU legislator has established an obligation to share the data also in other sectors as well. For example,, for instance – under the Commission Delegated Regulation (EU) 2017/1926,  – “[T]transport operators, infrastructure managers and on-demand service providers – both private and public – will have to provide travel and traffic data about the relevant mode of transport to a centralised national access point for such data.”. 	Comment by Susan: Reference?
Therefore, there are cases in which data must necessarily be shared and the Commission should pursue in the identification of further of such areas. WIn other words, when auto-regulation and soft law are not sufficient and there is a public interest in sharing data, ad hoc regulation should intervene. 
Considering other national models, Looking for pointers from national models, tthe French law 2016-1321  provides outstanding suggestions. stands out in the first place. This law obliges commercial companies to open – under certain conditions – specific categories of data in their possession under certain conditions. In particular, the common element of the categories is that they are data of public interest and they include, for exampleinstance, AAA. To take another example, outside the EU, on October 29, 2019, the Australian government, on 29 October 2019, announced the introduction of a new mandatory data sharing obligation, through primary legislation, for motor- vehicle service and repair services providers. In particular, this mandatory scheme “would provide a level playing field in the sector and allow consumers to have their vehicles safely repaired by the repairer of their choice” and would produce a beneficial effect on the overall market, in particular, and on small businesses and consumers in particular. The Australian legislation justified aAll the mandatory obligations discussed are justified by referring to the fact that the voluntary system of data sharing which existed was ineffective. 	Comment by Susan: What does this acronym stand for?	Comment by Susan: Reference?
In conclusion, as thise paper has suggested, a numbersum of actions should be taken by EU institutions to incentivize B2B data sharing: the increase of certainty and consistency of the relevant regulatory framework;, the investment in the development of standards and of technical facilitatorsenablers which do not hinder competition;, the specificationelaboration of ready-to use contract models for B2B data sharing ready to use; and the introduction of ad hoc sectoral regulation when data need to be shared for a public interest but are often notand,  in the existing framework., they are often not. 
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