Our Vision

We partner with law enforcement agencies to assist them in training their staffs to fight cybercrimes, using an innovative online training platform tailored to their particular needs.

Our mission evolved out of two major developments in recent years: the increase in cybercrime, and the shift from large enterprises to small businesses and private citizens as victims of cybercrimes.

These changes have forced every police station, even the smallest ones in remote locations, to be able to address cyber-related crimes directly, and not just rely on elite national cybercrime units. As a result, all agencies must now be able to rapidly train increasing numbers of their own personnel to respond to these cyber-related crimes. With the support of TrainCy, government authorities can provide their citizens with the optimal service for fighting cybercrime nationwide.

We invite you to explore TrainCy’s interactive training platform designed precisely for this purpose.

New Trends Require New Skills

Cyber-related crime mitigation is not typical police work, and usually requires a totally different approach than does traditional crime fighting.

Responses to cybercrimes can involve helping victims recover their lost files after a ransomware attack or recover lost assets after an email fraud, or can entail removing online content after problematic material has been published.

Today, citizens expect every police station to be able to protect their communities with these skills.

At TrainCy, we believe that targeted training is the key to providing the best service to the public.

Our Platform

We have designed our platform specifically for use by government entities. This is what distinguishes TrainCy from other cybersecurity training companies, which focus on commercial cybersecurity training. At TrainCy, we believe in partnering with our clients in order to build a customized training platform, which is built on the following pillars:

* **Practical:** We include real-life scenarios with numerous hands-on exercises that have been developed by leading law enforcement experts. Our experience demonstrates that a large amount of practice is very important, which is why we have invested significant time and resources into making the training highly realistic.
* **Customized:** After analyzing your organization’s needs, we choose the most suitable modules for creating a specialized learning track for each relevant profession or group. If you already have a cyber training program, we know exactly how to adjust our modules to complement and integrate into those you have in place.
* **Interactive**: We understand that not all users learn at the same pace. Therefore, we have developed a unique individual learning system that analyzes each user’s learning speed, adjusting the content and practice material so that each user can learn at his or her pace: in effect, an individually tailored private course.

Our integral reports enable managers to follow their employees’ progress and evaluate their skills and motivation on an ongoing basis.

The pricing model is based on an annual user subscription.

Since cybercrimes are constantly evolving, it is essential to stay up-to-date. That is why we are always monitoring new emerging global cybercrime trends and are constantly preparing new training updates that are periodically delivered to relevant users.

Dedicated Managers’ Course

Our most widely-known and popular course offers senior officers an opportunity to undergo a brief training period and to become familiar with the essentials for understanding the major global cybercrime trends. This course teaches them the “best practices” at a strategic level. It should be noted that this unique course is deliberately designed to be as brief and user-friendly as possible.

Optional Extra Features

* Since we design for mass training, we offer optional voice-over translation into any languages for all our modules (the user interface automatically supports 32 languages by default).
* Experts forums: These are optional dedicated forums integrated into our platform that enable all users to seek help from our experts or from their colleagues.

Our Team

Meir Hayun, TrainCy’s CEO, accumulated over 20 years of experience fighting the most challenging international cybercrimes with the Israel Police. He served as the Commander of the National Cybercrime Unit, before being appointed head of the National Child Online Protection Bureau

Mr. Hayun and his global team of colleagues have drawn on their wide-ranging and deep experience to create a unique cybercrime training platform.

To learn more about what we have to offer, please contact us.