Introduction to Data Protection and Cyber Security

Course Description

In this course, the students are familiarized with important concepts from the field of IT security. Basic terms are introduced and discussed, and typical application fields, areas of IT security application, and typical procedures and techniques are introduced and described.
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