Cryptography

**Course Description**

This course covers basic and targeted in-depth knowledge of cryptographic processes and the practical use of cryptographic systems. After an overview of cryptographic methods, hash functions, symmetric methods, and asymmetric methods are presented. The theoretical basics of selected procedures are taught and practically explained using simple examples. In addition, areas of application and application scenarios for cryptographic procedures are presented.
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