Our vision:
We partner with law enforcements agencies to support training their staff to mitigate cybercrimes, through an innovative online training platform, perfectly tailored to their needs.
Our vision evolved from Two major developments that have happened the last years; 
The shift of crimes to cyber and the shift from enterprises as victims to small businesses and private citizens.
Those changes forced every remote police station to handle cyber-related crimes.
As a result, governments had to train rapidly growing parts of their staff to handle those cases and not just their elite national cybercrime units.
TrainCy enables governments to bring their citizens the best service; mitigating cybercrimes nationwide.
We invite you to discover TrainCy Interactive training platform designed exactly for that purpose.
New trends require new skills:
Cyber related crimes mitigation is not typical police work, it require in many cases totally different approach.
It may require helping victims recovering their lost files after a ransomware attack, recover lost assets after an email fraud, and online content removal when embarrassing photos have been published.
Today, citizens expect every police station to be able to support their community with those skills.
In TrainCy We believe that training is the key to provide the best service to the citizens.
Our platform:
We designed our platform specifically for governments. That is why TrainCy is so different from any other cybersecurity training companies that just modified their cybersecurity courses At TrainCY we believe in partnering with our clients, that is how we built our training platform:
· PRACTICAL - Real-life scenarios with lots of hands-on exercises created by leading law enforcement experts to be focused on their mission.
From our experience practicing is very important issue, that is why we have invested much on making it very realistic.
· TAILOR-MADE - after analyzing your organizing’s needs, we will pick the most suitable modules to create a special learning path for each profession or group.
No matter if you have a cyber training program or not, we know exactly how to adjust our modules to complete yours.
· INTERACTIVE: We understand that not all users have the same learning speed, so we built a unique “Individual learning system”. The system analyses each user's learning speed and adjusts the exercises and the content to help him train at his own pace as if he has a private course designed just for him.


Our built-in reports enabling managers to monitor the progress of their employees and evaluate their skills and motivation.
Pricing model based on yearly user subscription (minimum users apply).
Since cybercrimes always evolve it is important to keep up to date. That is why we monitor for new cybercrimes trends worldwide as they emerge and constantly prepare new training updates delivered to the relevant users periodically.
Dedicated managers course:
our most famous course offers senior officers to go through a brief training and get familiar with the "must-knows", understand the major cybercrime trends worldwide, and be equipped with the "best practice" at a strategic level.
Keep in mind that this special course is designed to keep it as brief and simple as can be.
Optional Extra features:
· Since we designed for mass training, we offer optional voice-over translation for all our modules to any languages (user interface support by default 32 languages).
· Experts forums - Optional Dedicated built-in forums enable all users to get help from their collogues or from our experts.

Our team
Meir Hayun, CEO Brings more than 20 years of fighting the most challenging cyber crimes as the commander of the national cyber crimes unit at the Israeli police. later he was appointed as the Head of the Online child protection bureau.
Together with his worldwide colleagues, they have transformed their broad experience into a unique global cybercrime training platform.

To learn more about what we have to offer please contact us.
