Release and Deployment Management

The objective of release and deployment management is to ensure the on-schedule adoption of changes to the IT infrastructure and operating state. A release is the logical compilation of all changes. Deployment is the actual execution of these changes. During a release or deployment, the current configuration of the IT infrastructure is changed. Installing changes usually results in IT services being unavailable for the duration of the deployment process. In addition, changing a working configuration always entails the risk that unforeseen effects might result in faults and availability limitations. The release and deployment management activities shown in Figure 28 are intended to, on the one hand, keep the risks of a fault after deployment as low as possible and, on the other, by selecting the deployment date, ensure that there are no limitations or only minor limitations for the customers.
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To this end, a release and deployment plan is prepared with which the development and introduction of a release is planned and distributed. Typically, several changes are compiled into a release. Then, the planned release is developed. In addition to the further development and maintenance of IT components, all necessary documentation for the development and operation must be prepared. After completing the development work, the release is tested. In addition to the functionality of the release, tests are performed to determine whether the rollback procedure for the release can be successfully executed. After the successful completion of the tests, a detailed plan is drafted and then the release is introduced by way of deployment. During this process, in addition to the software and hardware changes, all associated IT service management activities have to be executed. These include, among others, updating the CMDB and, if necessary, the service catalog, executing change management processes and activities related to monitoring as well as amending contracts for the provision of IT services, if necessary.
