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Abstract
Transparency and ethics are nowadays often cited as a way mentioned as the means to remedy various difficulties faced by companies. However, whistleblowingalerting employees who are an example of this are potentially confronted with silence or reprisals. It is therefore complex to uUnderstanding what motivates them, therefore, is a complex issue. Although sSome studies have tried to draw upcreate profiles of whistleblowers, they have beenbut in cultural and legislative contexts where the whistleblower may be internal or external to the company, act out of revenge, or be financially rewarded for the information reported, none of which something that the Sapin II2 law in France does not allow permitsin France. 
Using a qualitative method based on ten life stories from French employees who have issued an alertwhistleblown, our article seeks to understand their primary motivations for taking this actionstep. The research will first present the French definition of allowing an employee to be recognized as a whistleblower and the motivations identified in the Anglo-Saxon context from which most studies originate. Following the detailed presentation of the methodology, we will explain the typology of four profiles obtained from the analysis of our results and discuss similarities/differences with the Anglo-Saxon work. In a context where many organisganizations are promoting the establishment within them of a genuine ethical and democratic spirit, this typology will aim to identify the arguments that can be used upstream to encourage the process. It can also be used as a tool for training managers and employees to better understand whistleblowingmake them aware of alerts, explaining to them that it is they are part of a predominantly positive approach, thereby limiting reprisals and stimulating the feedback on dysfunctions within the organization.
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Introduction
In a context of business criticism where scandals have threatened the reputation and economic stability of certain organizations (Cohn et al., 2014), governance methods and the management of internal dysfunctions are a real managerial challenge. Cambridge Analytica, Danske Bank, or and UBS, for example, have had their names associated with scandals revealed by employees. While companies want to be more “responsible”, “ethical”, or “civic-mindedtizen” (Bazin, 2016), the employees participating in the reportingrecovery of an illegal or immoral acts at his their management level becomes an icons of corporate democracy, ensuring the good health of the organization by limiting dysfunctions and better managing potential disputes (Stubben and Welch, 2018). 
The idea of a whistleblower (an alerting individual raising the alarm to to defend the public interest and justice) dates back to very ancient times and has been present in very different societies. In Confucian morality, “a noble man is a virtuous and courageous man, a man who speaks loudly in the name of justice” (Park et al., 2005, p. 388). In ancient Greece, there was a protected position for those who told the truth or spoke without fear in order to protect the cCity (Mansbach, 2011). In the 13th century, the Qui Tam rule was adopted in England, allowing a citizen to act on behalf of the king when his interests were at stake. In the United States, a similar approach was adopted in 1863 during the Civil War throughwith the False Claims Act, which encouraged the denunciation of facts that were not in the going against the State’s interests of the state in exchange for a financial reward, as in the Qui Tam procedure. 
In France, this approach will was be encouraged by several kings. In 1584, for example, This will be the case, for example, of Henri III encouraged the populace who in 1584 incited us to denounce those benefitting from against reward the “misdeeds committed in our finances by our officers & others” and in the name of “the public interest”;. Tthis approach was also ill be taken upadopted by various successiveor regimes (Lemny, 2012). During the French Revolution, a form of civic denunciation was encouraged that urged in the name of the possibility for citizens to take advantage of their freedom to report a problems to the authorities. To demonstrateshow the positive, altruistic nature of his this act, it had to bhe ise free (no remuneration in exchange for information), disinterested (action takeng in the name of the general public interest only), and spontaneous (the reporting individual must not be he is not a whistleblower “professional whistleblower”). 
The figure of the whistleblower has even inspired playwrights who have sought to portray those who face danger in the name of the public interest (e. g. Ibsen’s and Un Eennemi du Ppeuple in 18821[footnoteRef:2],; see Brinkmann, 2009). AlthoughIf thise approach was therefore pre-existing in very different societies and in many socio-political fields, it was not until the 1960s in the United States that a debate was initiated on the value of such warnings in private organisganizations.  [2: ] 

For a long time, the company was considered as a black box where the employee had to be loyal to his/her employer. The classical school (Taylor, Fayol) sees organization as a machine that must function through centralized authority, clear hierarchical lines, a strong division of labour, rules, control, and standardization (Celik and Dogan, 2011). This strict discipline prevents employees from disclosing to the public any dysfunctionmalfunction or misdeed they may observe in their work environment, even if they are aware of the potential risks to the company or the public interest. Loyalty to the organization is the expected norm, as employees should not disclose information that could harm their employer (Heumann et al., 2013). 
Changes in the socio-economic environment and changes in managerial practices contributed to the advancement of labour standards and loyalty issues in the 1960s and 1970s. By moving towards greater autonomy and delegation of power, employees weare expected to strengthen their involvement with the company, even if it meants challenging the administrative authority when teams or management weare involved in selfish behaviour or behaviour detrimental that may harmto the public interest (Perrow, 1973). It seemingly became possible, therefore, seems possible for employees to be disloyal to their organisganization in order to protect the general public interest. The term “whistleblower” was first officially used in 1963 to describe the behaviour of a U.S. Department of Defense employee who allegedly leaked information about people he perceived as a risk to national security (Peters and Branch, 1972). The term was later popularized by lawyer Ralph Nader.
Some organisganizations set up mechanisms in the 1980s to facilitate whistleblowingalert procedures (procedures that may be internal vs. external, formal vs. informal, anonymous vs. nominative). Miceli and Near (1985), leading authors on this subject, defined professional whistleblowing career alert as “the disclosure by members of the organization (past or present) of illegal, immoral or illegitimate practices under the control of their employers to persons or organizations likely to take action” (p. 525). 
In view of various financial scandals that have had an impact at the international level (e.g. Enron or WorldCcom), the American United States Ggovernment considered that this voluntary approach was ineffective and insufficient to stop criminal acts and adopted the Sarbanes-Oxley Act (SOX) in 2002, thus which requireding companies listed on the New York Stock Exchange to set up a whistleblowing system. This law has impacted many countries because companies of different nationalities were listed in New York. This was also the case in France followingwith the adoption in 2016 of the Sapin II2 law, which deployed a specific system to legally define the alertingwhistleblowing employees and the procedure to be undertakenfollowed. It wais therefore only after a with a certain delay that France has appropriated engaged with the subject, since it wais associated by many with “la délation” (delation) et “la dénonciation” (denunciation) and denunciation, which refer have cultural resonance withto inglorious periods in French history. Debates were lively about the French translation of the term “whistleblower”, with the press ironically proposing pejorative terms to explain the concept [(“cafteur” (snitch), “corbeau” (crow), and “mouchard” (informer)“cafteur”, “raven”, “mouchard”;, see Raynaud et al., 2018]). In the endFinally, the term now used wais inspired by the sociologists Chateauraynaud and Torny (1999), who coined the term “lanceur d’alerte” (literally “alert issuer” or “alarm raiser” but most commonly translated in this context as “whistleblower”) in reference to the scientific field where people will relay a problem they have detected related to in terms of health, food, or technological risks. At present, many managerial questions remain in France about alert whistleblowing management and in particular about the motivations for such reasons for the actions.
AWhile lthough this approach can be considered positive by drawing attention to harmful behaviour that threatens the company’s future (Miceli and Near, 1985), and even if protections have been put in place by the legislator, the whistleblower often encounters organizational silence or, on the contraryworse, retaliation with a desire in both cases to “cover up” the case” rather than stimulate this type of behaviour, which is seen perceived more as treason (Uys and Smit, 2016). Consequently, the an employee who has detected a dysfunction is confronted with a moral dilemma between silence and speaking out (Charreire Petit and Surply, 2012). For companies wishing to develop their employees’ ethical practices, it is important to know when and why they would be motivated to whistleblowcalled upon to alert, given the potentially serious consequences of an internal dysfunction that would not being revealed as quicklysoon as possible. It is complex to understand what canThe motivations for internal whistleblowing are e him to launch an internal alertcomplex. As reported by a participant in a study by Heumann et al. (2013), the views of these employees who do internally whistleblow varyies widely, from the most positive to the most negative image: “20% [of alerting employees] are heroes, 20% are fools, and I am not sure of the remaining 60%” (p. 38). Some Anglo-Saxon studies have tried to draw updefine the main profiles of whistleblowers, but in different legislative contexts where the employee can take an internal or external approach, act out of revenge, or be financially rewarded for the information reported, none of which something that the Sapin II2 law permits does not allow in France. 	Comment by James Bowden: Please add this to the list of references. Or do you mean 2011?
Using a qualitative method based on ten life stories from French employees who have whistleblownraised an alert, our study seeks to understand their primary motivations for taking this step. The article will first present the French definition allowing an individual to be recognized asof a whistleblower in the professional context and the motivations identified in the Anglo-Saxon context from which most studies originate. Following the detailed presentation of the methodology, we will explain the typology obtained followingat the end of the analysis of our results and discuss the similarities/differences with the Anglo-Saxon works. 

Literature Rreview
Warning Whistleblowing in the French context: a legally defined definition and approach 
In France, althoughif there was a pre-existing reflection on the reporting of criminal practices, organizations and legislators had to reflect further following on the implementation of SOX and its appropriation in the French context. There were many debates, from the translation of the term to the concrete legal protection of the “whistleblowers” (Raynaud et al., 2018). In 2016, the French legislator adopted a broad definition of the whistleblower (not limited to the professional context) by considering it as “an individual natural person2[footnoteRef:3] who reveals or reports, in a disinterested manner and in good faith, a crime or misdemeanour, a serious and manifest violation of an international commitment duly ratified or approved by France, a unilateral act of an international organization taken on the basis of such an undertaking, law or regulation, or a serious threat or injury to the public interest, of which he/sheit has personal knowledge” (Article 6, Sapin II Law 2). In concrete terms, in France, an employee reporting mischief a misdemeanour is not an a priori a whistleblower but can be recognized as such “during the procedure he/she will initiate by respecting each of the elements contained in the reporting procedure in order to benefit from the related protections” (Chaltiel Terral, 2018); specifically: [3: ] 

· tThe person issuing the alertissuing the alert must be an individual natural person working, or having worked, for the organisganization concerned and haveing personal knowledge of the facts;
· tThe alertalert must relate to mischief misdemeanours or unethical behaviour that could be considered a violation of a law, rule, regulation, or a threat to the public interest; and
· iIt must be done in good faith, in a disinterested manner, and withnot in a no desire to harm the company or discredit a member of the organization with whom he or shethe individual has a bad poor relationship.;
In addition to these criteria, Article 8 of the Sapin II law specifies the procedure to be followed for an employee wishing to issue an alert, or “launch the alertwhistleblow”, applicable as fromof 1 1 January 2018 in organisganizations with at least 50 employees (Figure 1)3[footnoteRef:4]:. [4: ] 

<INSERT FIGURE 1 ABOUT HERE>
Figure 1: Procedure to be followed for an employee issuing an alert in France

Initially, the process is carried out internally: the report is brought to the attention of a superior, direct or not, of the employer or a referent designated by the company (and who may be external to it). Although the employee must identify himself or herself, his/her identity must be treated confidentially. To support the alert, the employee must provide the facts, information, and/or documents at his/her disposal and facilitate exchanges with the addressee of the alert. However, if the danger is serious and imminent, or there is a risk of irreversible damage, it is possible to proceed directly to the second or third step. If, within a reasonable time, no action is taken, the whistleblower may turn to the administrative, judicial, or professional authorities. Communication of information to the public sphere (including through the media) should only be used as a last resort, no earlier than beyond three months after from the first initial reporting date.
By following these steps, the employee can be considered as a whistleblower and should benefit from protective measures. The warning whistleblowing philosophy therefore varies between the French and Anglo-Saxon contextframework (Table 1).
<INSERT TABLE 1 ABOUT HERE> 
Table 1: Comparison of alert characteristics in the French and Anglo-Saxon context
	
	In the Anglo-Saxon world
	In France

	The alert, a legal issue, since...
	The 18th century 
	The questioning on the adaptation of the SOX law (2002) for a French text adopted in 2016

	Philosophical approach
	Transparency
	Denunciation

	Alert required because
	Aiming for democratic accountability
	Means of identifying weak warning signals to prevent risks

	Recognition as whistleblowers
	Whatever the reason, public interest and information prevail.
	Need to be disinterested and in good faith

	Alerting method
	Internally or not, in an anti-corruption approach
	First internally.

	Protection
	From the first day of work as an employee of the organization
Prohibition of dismissal and compensation for damage suffered
	Unclear and on a case-by-case basis, even if retaliation is prohibited

	Possibility of financial compensation
	Yes, depending on the quality of the information disclosed to the authorities, or even sometimes even paid to repentant persons who are themselves accomplices to certain dysfunctions
	No



Unlike the Anglo-Saxon context, where the alert can be reported “to anyone who is likely to take action” (Near and Miceli, 1985) and therefore potentially lead to public denunciation, the French approach requires objective elements and the reporting of the problem through the internal mechanism (unless there is a serious and imminent danger). The French approach is intended to be confidential, anonymous, disinterested, in good faith, and voluntary. Indeed, while the law requires companies to provide a professional alertwhistleblowing system, the employee remains free to whistleblowlaunch the alert or not (Charreire Petit and Cusin, 2013), which raises the question of loyalty towards the company and what may motivate the reportingto report of an internal dysfunction.	Comment by James Bowden: Please add this to the list of references.

Whistleblowing within organizationsAlerting within your company: the result of a voice/loyalty dilemma
Numerous studies have studied examined the genesis of the whistleblower and his/herits motivations (Alford, 2007; Near and Miceli, 1996; Rothschild and Miethe, 1999; Soeken, 1986). If employees witness dysfunctions or harmful practices in their work environment, they face a dilemma between protecting either the public interest or theand organizational interest. For an employee, loyalty to the company, his/her superior or his/her team requires an obligation of discretion that may lead him/her not to report reprehensible acts committed within his the organisganization. Alerting Whistleblowing can therefore be considered incompatible with loyalty and morally irrelevant in the professional environment unless it protects an overriding public interest (Masaka, 2007). The whistleblowingalert would be a violation of ethical principles (althoughwhile the employee would be promotinges morality) such as confidentiality, with clauses prohibiting the disclosure of information, and loyalty, because the whistleblowingalert involves a conflict of trust in the employer-–employee and employee-–colleague relationship (Tavani and Grodzinsky, 2014). This explains why, despite the disinterested nature of his/her action, the whistleblower’shis behaviour may be judged by some members of the organization as deviant and, by others, as loyalty to the cCompany and the public interest. 
The decision to whistleblowissue an alert is therefore the result of a “moral paradox” (Cailleba and Charreire Petit, 2018) between the need for justice in the face of an act deemed by the employee to be immoral or illegal and his/her loyalty to the company. This approach, following Hirschman (1970), is a “‘subjectively rational’ ‘voice’/‘loyalty’ “decision-making process”‘“ voice “/” loyalty “”. in the sense of Hirschman (1970). Silence or the “blue code” consists ofin keeping information from colleagues or superiors for emotional reasons or for fear of reprisals. In the first case, silence can be justified by the phenomenon of the “mum effect” (Miliken et al., 2003), where the employee refuses to report bad news or organizational dysfunctions in order not to be perceived as conveying bad news. The approach is emotional, as the organization is a contextual factor that favours silence and, paradoxically, is a potential “victim” of that silence (Cailleba, 2017). The second mechanism is the fear of social reprisals (Dasgupta and Kesharwani, 2010), with silence being a human construct created and maintained through learning and punishment within a group. Remaining silent is a response to the fear of being stigmatized and socially excluded (Pershing, 2003). The employee may go beyond the phenomenon ofbreak this silence and violate the duty of loyalty when the company compromises a specific public policy or is involved in illegal or prohibited actions that could jeopardize public health, safety, and or well-being. In the French context, where the approach must follow the internal system, the possibilities offered to the employee have been summarized by Charreire Petit and Surply (2012) (seein Table 2).
<INSERT TABLE 2 ABOUT HERE>
Table 2: The employee’s dilemma (Charreire Petit et Surply, 2012, p.1803)
	The employee
	Talking
	To be silent

	Obedience
	Obedience to the charter/code of conduct
	Crime of obedience

	Loyalty
	Loyalty to the organization
	Loyalty to the hierarchy


However, the employee’s behaviour is not always as rational as the traditional model seems to thinksuggest. Classically, the decision to whistleblowchoice to alert would be the result of a cost-–benefit analysis (individual cost for the whistleblower vs. )-benefit analysis (collective benefit in the terms of for the generalpublic/general interest;, see Miceli and Near, 1985) around concerning loyalty and potential retaliation, but the reality is more complex. Nadisic and Melkonian (2016) considered that the decision to whistleblowchoice to alert should beis interpreted within a double circle of justice, distinguishing what is fair in the organization from what is fair in society. 
Different currents streams of research have tried to describe the thinking of alerting whistleblowing employees, but the descriptions in the studies are as divided as they are amongin the general public. According to the current view that they are “saints” (Watts and Buckley, 2017), the term whistleblower should only be applied to individuals whose decision to report a malfunction is motivated by moral reasons, discounting therefore any thereby rejecting any alertwhistleblowing stimulated by a desire for revenge or financial incentives that distorts the its moral nature of the alert. The negative counterpart of theis current view is the one that considers the whistleblower can be consideredas a “snitch” whothat puts the company at risk (Jos et al., 1989). A third view, however,final trend considers whistleblowers as a mixed category, i.e. some are motivated by moral reasons alone whileand others are motivated by this morality as well as and other interests (the “’opportunist”’ takes the opportunity to recover gain a financial reward, the “avenger”’revenge’ seeksto take revenge, and the “’henchman”’ is simply to doing his/her job as prescribed; see, Watts and Buckley, 2017). Despite the identification of push and pull factors facilitating or limiting speech (individual and contextual characteristics, specificities of the mischief dysfunction/misdemeanour, and links with the person denounced), it emerges above all from the research that there are in reality no typical features and that alerting employeeswhistleblowers form a very heterogeneous group (Henik, 2015). E, employees do not act identically when confronted with the same type of dysfunction;. hHowever, initial profiles cancould be specified, providing a better understanding of the motivations for whistleblowingorigins of the alert.

First Initial typologies of whistleblowers according to their motivation to alert
To clarify make the main motivation for whistleblowingalerting more readable, various authors have sought to develop a typology of employees that goes beyond the moral dilemma to report a dysfunction or mischiefmisdemeanour. 
Glazer (1983), the first, defined three types of whistleblowers, based on a literature review of ten cases:
1. Inflexible resistance fighters who warn of unethical or illegal behaviour they may have observed. They maintain a strict commitment to their moral principles, immune to  despite flattery or coercion. They usually start with an internal whistleblowing alert but can progress to external whistleblowingcommunicate externally if the matterit remains unresolved.
2. Involved The protesters involved who expose the mischief problem internally but fear the legal consequences. They are flexible in their approach and willing to give up if forced to do so. They sometimes find themselves drawn into the behaviour denounced if they fear that their responsibility could be may be legally challengedengaged.	Comment by James Bowden: I found it hard to understand your meaning here. If their responsibility could be legally challenged, would they not be more likely to whistleblow than engage in the behaviour? Do you mean “They sometimes find themselves drawn into the behaviour denounced if they fear not doing so could lead to legal proceedings”?
3. Reluctant employees are sometimes deeply involved in the behaviour they condemn in private. They may seek toa remedy this throughin public or personal atonement after leaving the organization. As long as they work in the company, however, they remain silent.
While this typology has the merit of being the first to question the passage to action and to highlight the voice/loyalty debate, it only takes into account the unifactorial dimension of potential reprisals and adopts a rather traditional approach.
Heumann et al. (2013) more recently proposed another typology combining the personality of the whistleblower, his/her objectives and motivations, the cause of the whistleblowing,object of the alert and the success of the approach. Five standard ideals types emerged from their work:
· The altruistic (tThe altruist) sees wrongdoing, fiercely opposes it, and fights valiantly within and even outside the company for the good of justice and reparation. He/she acts as the conscience of the organization and hopes for nothing more for himself than to rectify the misdeed. He/she acts mainly for ethical reasons. Although he/she may sometimes be ppromoted, he/she may also be subject to strong reprisals. Morality is fundamental for themsuch individuals. However, as there are many morals, their actions it can be glorified by one part of the sSociety and vilified by another.
· The avenger reports fraud, management problems, illegal activities, or personal claims in order to get extract revenge on an individual, team, or organization that has offended or humiliated him/her. The reason is therefore associated with individual anger and, dissatisfaction and is not based on a genuine interest in the risk caused to the cCompany even, if the companyit may indirectly benefit from its his/her information.
· The organization man [woman] describes an employee who is deeply imbued with the organizational culture and mission. He/she reports what he/she considers to be illegal or improper conduct due to a fear for the company. This employee considers his approach to be pure and protective of the company by pointing out the consequences of illegal or improper conduct. He/she acts in relation to what he/she perceives to be the organization’s mission related to, its technical, procedural, and ethical issues. He/she is often negatively described as a “know-it-allMr. I know everything”. Managers or senior management may see him/herit as an obstacle to achieving their objectives or gaining support for their policies. They often consider such whistleblowing it unwelcome to have an alertas it  in opposition to their managerial prerogatives, which may explain some reprisals. 
· The alarmist is an employee who constantly complains about the moral risks to the public sphere of one or more of the policies. Often not based on evidence, his/her statements are therefore unreliableunreliable, and he/she is almost always wrong. In the long term, he/sheit may lose all credibility because the acts denounced are neitherneither illegal nor, nor inappropriate and pose no threat or dangerous for the public/general interest. In fact, no one usually takes any action to manage their alertsuch whistleblowing, which is problematic if some of their information turns out to be correct.
· The bounty hunter is motivated mainly by the money he/she can get obtain since, in some countries, there is financial compensation from governments to offset the risk his/her work career and exposinge himself/herself to potential reprisals by disclosing illegal practices.
This typology, by crossing combining different factors to identify profiles, is more complete and confirms provides a “kaleidoscopic” approach (Heumann et al., 2013) for understanding whistleblowersto the landscape of alerting employees. It highlights the debate between attachment to the company, professional ethics, and/or individual moral principles. It also focuses not only on the motivation for the alert, but also on the approach taken. However, it is based founded on qualitative research based on nine interviews with professionals (employees, managers, lawyers), only two of whom had actually whistleblownve actually launched an alert procedure. It also focuses not only on the motivation for the alert but also on the approach taken. Moreover, not everything seems to be applicable to the French frameworkcontext. For example, anti-social “whistleblowers” who act with the intention of harming the company or their colleagues are not recognized as such in France, because there must be no intent to harm. The financial motivation is also incompatible with French law. Drawing on these initial studies, this article seeks to complete the analysis of the motivations for (internal) whistleblowing to be alerted in the French context.

Research Method
[bookmark: _GoBack]Data collection collection
To better understand the motivations that lead a French employee to effectively launch an alertwhistleblow (internally) after observing a malfunctiondysfunction, we have implemented an exploratory qualitative approach. 
The choice of the method chosen was carefully considered, as studying the population of alerting whistleblowing employees is a complex matter to study. Indeed, in general, research related to dysfunctions, misdeeds, or unethical behaviour within companies is difficult to conduct (Chiu, 2003). In addition, the population of employees who have issued an alertwhistleblown within their company is often hidden (especially if the alert whistleblowing has been well managed), difficult to access (for those excluded from their organisganization), or has received too much media coverage (making the researcher’s objectivity difficultproblematic). Those who agree to testify may also fear for their anonymity or self-censorship, requiring specific precautions on the part of the researcher. 
To counter these difficulties and study the motivations to alert, it is also possible to propose scenarios to employees or students to find out what decisions they would make in the event of a dysmalfunction within a company. However, since the behaviour and situation remain hypothetical and far from reality, the reported whistleblowingalert rates are often higher than in reality because the fear of reprisals is only fictitious (Mesmer-Magnus and Viswesvaran, 2005) and the link is weak link between the intention to act and the actual behaviour, particularly for alert whistleblowing behaviour highly associated with subjective norms. To profile whistleblowers, we therefore preferred to start from real situations. We have chosen to conduct utilize life stories, which are “discourses with a precise sequential order that connect events in a meaningful way for a defined audience and thus offer lessons about the world and/or the experience that individuals have of it” (Hinchman and Hinchman, 1997, p. 16). Thise method is particularly suitable for analysing a category of social situations encountered by individuals, facilitating their reflexivity and explaining their logic of action in context.. “The interest value of life stories, if they are collected in this perspective, is that they constitute precisely a method that makes it possible to study action over time” (Bertaux, 2016, p. 8)” and to obtain rich content, allowing us to move from the particular case to the general case. While the method makes it possible to understand individuals’ experiences and memories of events, it is not free of bias since the data obtained may contain omissions, distortions, self-justifications, and rationalization a posteriori (Bah et al., 2015) but remains closer to the actual reality than the scenario method. The initial question was to asked was, “Can you tell me about your career path since you have been in the structure in which you issued an alertwhistleblew?” ». Several follow-up questions were possible depending on the difficulty offor respondents into explaining their progress on their ownalone the progress of their journey. In most cases, follow-up questions were not utmobiilized, as the chronological sequence of the alert whistleblowing and its consequences wereas very clear in the minds of the interviewees. 
In the life story method, sampling is a major step since each respondent is considered an expert. The dDiversity among ofthe profiles is therefore sought to ensure theoretical development (Yin, 2003). To get in touch with the participants, we sent an email through an association group of whistleblower employees to solicit volunteers to participate in a study while ensuring their anonymity. From among ollowing the various returnsreplies, having followed a protocol similar to that adopted by the French legislator in order to recognize the status of whistleblowing employees, we looked forsought respondents with different characteristics [(sex, age, training (- from bac+2 to bac+8) -, sector of activity, seniority in the company and the position, and type of reported dysfunction]) and having followed a protocol similar to that adopted by the French legislator in order to recognize the status of alerting employee. The sample size was not determined a priori, but collection was stopped when we obtained a theoretical saturation, i.e. ten interviews (Glaser and Strauss, 1967). Half of the respondents are women, the average age at the time of the alert was 44 years. The interviews were conducted between June and December 2018 and lasted between 1h and 3h with an average of 2h15 (see Table 3 for more information on the sample4[footnoteRef:5]).  [5: ] 

<INSERT TABLE 3 ABOUT HERE>







Table 3: Characteristics of the sample of employees who issued an alert
	Respondent
	Gender
	Age at the time of the alert
	Sector
	Seniority in the company at the time of the alert
	Data collection method

	R1
	H
	54
	Public
	17 years old
	Telephone (registration)

	R2
	H
	34
	Finance
	6 years old
	Telephone (registration)

	R3
	F
	40
	Finance
	2 years
	Telephone (registration)

	R4
	H
	44
	Finance
	2 years
	Telephone (registration)

	R5
	F
	39
	Law and justice
	10 years old
	Telephone                            (note-taking)

	R6
	F
	51
	Industry
	10 years old
	Telephone                       (note-taking)

	R7
	H
	37
	Industry
	5 years
	Telephone                                (note-taking)

	R8
	H
	47
	Information technology
	5 years
	Face-to-face (recording)

	R9
	F
	46
	Finance
	20 years old
	Telephone                              (note-taking)

	R10
	F
	48
	Public
	9 years old
	Face-to-face                                   (note taking)



Data analysis
In addition to the interviews, secondary data were collected on participants’ alerts including newspaper articles, court judgments, logbooks of some whistleblowers, CVs, etc. Telephone notes and recordings were transcribed. They required a thorough and detailed review of the interview material because “for an exploratory study, the researcher carefully reads and rereads the data, looking for keywords, trends, themes or ideas in the data that will help to draft the analysis before the analysis is performed” (Guest et al., 2011, p.7-8). A systematic coding analysis was undertaken with descriptive coding (to categorize the text) and axial coding (to identify the links between categories, Miles and Huberman, 2003). We then carried out a comparative analysis that allows us to put the respondents’ backgrounds into perspective and to find common or opposing features in order to be able to distinguish what is singular or close between the backgrounds. We have opted for a typological approach that, by “categorizing and grouping ideas and observations, offers a multidimensional vision on a managerial or organizational subject” (Cornelissen, 2017, p. 6). We obtain standard ideals that allow us to consider many characteristics and multiple contingencies simultaneously. We thus find the principle of equifinality where different ideals (here profiles of employees) can achieve the same result (launch the alert) by following different logics of action (Drazin and Van de Ven, 1985).
Results
In the end, the traditional cost/benefit approach was not widely used, with employees referring to the issue of reprisals as an ex post facto element because, all having evidence in their possession that could serve as evidence for the alert, most of them thought that their organisation would put an end to the dysfunction quickly and therefore did not see any possible sanctions. 
However, during the analysis, two dimensions from the literature seemed to us to be very structuring to interpret the action logics of employees before their decision to alert:
- impulse: the willingness of our respondents to report is associated with either respect for the law or respect for morality.
- orientation: the whistleblower can explain his choice by the desire to protect the organization or more broadly the societal interest.
This dyad approach, opposing two qualitative states that can be identified as opposite, makes it possible to develop a typology of alerting employees by combining the two dimensions with two levels. Four standard ideals are therefore identified and schematized in Figure 1.

Graph 1 - Typology of alerting employees according to their motivations
[image: ]
We will define each of the four profiles below and illustrate them using verbatims from life stories representative of the discourse of the individuals constituting each type:
- The loyal: employees in this category have a strong connection to their organization, an almost emotional emotional investment, and seek to defend it. “I was very attached to my organization, I had made a lot of effort to get into it and wanted to represent it as well as possible to clients” (R10). The alert is then given to improve the organization’s performance and protect it from harm that could be serious for it. “I was told that I was the conscience of the company” (R6). Employees act in the name of morality because unethical behaviour could harm the organisation directly (embezzlement, managerial problems) or indirectly (impact on the image). “My duty was to report malfunctions within my department for the company’s reputation and CSR” (R6). As such, they want to avoid managerial problems or image problems. “I didn’t want to remake the world, just to protect the organization from the consequences of this dysfunction that should never have happened and so alerting my hierarchy seemed to me to be entirely justified” (R10). In general, these employees believe in their company’s willingness to correct the wrongdoing and therefore to act as soon as the alert has been issued. When this is not the case, they report a strong disappointment and have difficulty accepting what they see as massive corruption or a business model based on dysfunction that they did not imagine. “I didn’t understand all the ins and outs of what I had identified. ....] The system was stronger than me” (R10). 
- The professional: this category includes employees who have issued their alerts within their organization based on compliance with the rules governing their profession. “To launch an alert is just to want to ensure that a normal principle is respected in his position... This act is our responsibility. I have been a professional and I hope that people in their work behave professionally with regard to their responsibilities and prerogatives” (R3). Strongly attached to their profession (“I love my work and my profession” (R9)), they have integrated its ideals and regulations (especially for legally supervised activities) and consider that it is their job to alert their hierarchy if they observe a practice that goes against or threatens the values of this profession. “If I had to do it again, I would do it again because it is a professional obligation in the course of my work to prevent the organization of suspicious transactions” (R3). Even if these ideals are compromised by others, they will prevail these principles in the social context of the organization, thinking that it is their role to do so in order to protect the functioning of the structure. “We have obligations to the profession, we follow training and so it is my job to respect all this” (R4). “It was contrary to the ethical definition of my duties” (R9). Most of them are disbelieving to discover the dysfunction because they cannot imagine that it could be done within their organization or by people in their profession. “It was a serious breach of my profession. ...] He was freeing himself from a lot of rules that I was also careful to respect scrupulously” (R4). Failure to comply with the professional code may even engage their responsibility. “I didn’t want to be told that I was responsible, that it came back to me for not having alerted, it was also my duty” (R4). As such, they believe that the organization will hear them and act to put an end to the dysfunction quickly since they are only following the rules of their profession. “I thought there would be a positive reaction to reporting illegal acts that I was supposed to detect in my job. That if I didn’t say anything, it could fall back on the organization and it would be negative for it” (R4). If not, they feel betrayed and used as a professional guarantor when in reality, they were expected to engage in inappropriate behaviour in support of the organization. “All slip-ups and violations seem to be justified in the name of business development” (R9). “For me, the alert was in the company’s interest, its image of seriousness, its professionalism, but I was naive, I thought it was part of the job to follow the rules. ...] We explain to you what to do when they do the opposite” (R4).
- The parrhesiastes: these employees, motivated by very strong moral and ethical personal values, are motivated by the need to tell the truth about organizational abuses in order to protect the general interest. “I felt that if I didn’t give myself the right to speak and say what I saw and experienced, it would be cowardice towards the Society and towards myself” (R2). This freedom of speech, of intrepid discourse that refers to ancient Greece, makes it possible to clearly state facts in a concern for transparency following unethical behaviour observed within the organization. “It was unacceptable to me, I had to express my disagreement. Was the act legal or not? Who cares?! Who cares?! It was immoral and we had to denounce it, we can’t work in such a system, it must be brought to someone’s attention so that it can change! “» (R8). “The question of conscience arises. How far are we willing to go to accept or denounce a system? All my values were threatened by the orders of my hierarchy” (R2). It is a moral obligation to themselves to help others. “There is a visceral need to express oneself and be heard. It was the need to be free, not to be chained to the fear and dishonesty of my employer that I had to denounce in order to protect other employees. It was a question of fidelity to myself, to who I am, to what I deeply believe” (R7). It is therefore a personal choice to alert beyond what the legal framework may impose. “I spoke for those who cannot speak or who have never wanted to speak. The truth is beginning to emerge about these illegal and unethical systems. I decided to denounce because it is my conscience” (R2). It seeks to make its interlocutors hear and understand the problem, make them reflect on the ethical issues of their activity and the drifts of certain practices, which can be complicated because it challenges the established order, or even the entire business model. “It is necessary to identify and correct dysfunctions otherwise it is a vicious circle that will encourage other unethical employers to continue and divert the spirit of the law” (R7). His moral integrity can generate trouble and he can be considered as an “impediment to going in circles” (R7). “I have clearly expressed these business and ethical issues. It was inconceivable to me that we could work in such an area without asking ourselves these questions in a thoughtful way and answering them clearly. We have an obligation to question the purpose of our activity and not in a system that self-produces conformity” (R8). In undertaking his action, the employee therefore takes a risk in the same way as the parrhesiastes as defined by Foucault (1984) who may suffer possible reprisals but considers it necessary to talk about the reported drift. “The cause is more important than my case” (R7).
- The legalist: these employees are motivated by compliance with the law, which prescribes what can and cannot be done within an organisation and therefore demand an alert based on the protection of the general interest. “I did it because I knew that my employer’s activities were completely illegal. ...] There can be no other approach because it affects the general interest and the interest of all French people” (R5). Faced with an irregularity, they consider that they must intervene to ensure that the legal framework applies by reporting the mischief to their hierarchy. “I only pointed out illegalities..., some said I was a cop but that’s law enforcement! “» (R1). They believe that compliance with the law ensures equity between organizations and protects internal stakeholders (e.g. employees who are victims of harassment) or external stakeholders (e.g. customers on health issues and the State in the event of tax fraud). “My sense of justice and duty makes me think more of the general interest than of my own interest... I have thought of the public service, of denouncing this completely illegal social fraud” (R1). For them, their alert is a form of loyalty to the Company in the broadest sense so that there is more justice in organizational practices. “I am a straight man and I had no ulterior motive, I just wanted there to be social justice” (R1). If the law is not respected, they feel obliged to report it to their hierarchy, thinking that in the face of such facts, the company cannot fail to react. “Finally, I became a whistleblower because the law required me to do so” (R1). If the alert goes unaddressed, they often lose confidence in people and justice, considering that any illegal act must be punished. “I just reported an illegal act, I didn’t understand what happened to me afterwards, I feel like I was flash-flashed as if a lightning bolt had immobilized me because it should have been judged very quickly after all... but no, they got out of it... they all cover themselves, there is no justice possible so” (R5).
Discussion
This first typology, carried out in France, among employees who have issued an alert (while most of the work was based on documents or discussions with various representatives of the business world) confirms the different profiles of motivation for the alert among employees who have had the opportunity to report a malfunction. Two discriminating axes resulting from the interviews (impulse - moral vs. legal - and orientation - organization vs. societal) made it possible to establish four standard ideals among alerting employees. 
We can already underline the fact that, unlike the Anglo-Saxon studies (Glazer, 1983), the question of potential reprisals is not considered by whistleblowers as a pull or push element in their decision to initiate the process. The ten participants state that, even knowing what would happen next, they would do the same thing again because they feel that “it was the only thing to do” (R1, R2, R4, R6, R7, R10) even if their motivations are different. Unlike the typologies previously developed, the relationship to oneself (in a financial, selfish or revengeful will) did not appear in any of the interviews in line with what the French legislator recommends. Indeed, it is not legally possible to have a “bounty hunter” profile (Heumann et al., 2013) since the alert is not financially rewarded and if it could be indirectly rewarded (by promotion for example), the research shows that the approach is followed more by reprisals than by recognition. However, we could have thought that other hidden individualistic motivations would have emerged, but the whistleblowers we met all recalled that their approach could in no way be of personal interest because, in this case, it would rather be a practice of denunciation or denunciation (to obtain revenge or to be clearly seen from the hierarchy). Everyone therefore thinks of the alert in relation to others internally (for employees, the proper functioning of the structure, its image) or externally (customers, users, society, State). Moreover, morality would not be the only impetus, since the legal framework would be the second motivating explanation to be alerted.
The typological analysis made it possible to facilitate the understanding of a complex reality from a specific angle, that of the motivations to be alerted. While the latter are multidimensional, the dyad approach provides an articulation that leads to the identification of standard ideals from the confrontation of respondents’ discourses and results in a simple, concise and readable framework that distinguishes mutually exclusive groups. In the profiles we have seen emerge, two have an organizational orientation and two are societal. Here we find the idea that the alert often pits the economic interests of companies against the collective interests of the Company (Cailleba, 2016).
Concerning the organisational dimension, the loyal can be compared to the “man of the organisation” (Heumann et al., 2013) of the Anglo-Saxon framework. Very attached to the organization, this employee thinks of the alert from a performative perspective: any dysfunction with regard to his policy and values must be reported to improve the company’s practices or protect his image. This type can be described as a “friend of the organization” (Heumann et al., 2013), whose loyalty is reminiscent of the classic model, echoes Pfeffer’s (2007) argument in favour of alerting: leaders can only “make good decisions and solve problems when they know the raw facts” (p. 48). This profile of pro-social behaviour that can prevent or remedy organizational mischief (Miceli et al., 1991) or avoid organizational or managerial disaster would therefore be constructive for the organization and should even be researched or developed. Therefore, protecting these employees or encouraging this profile can be “a good deal” (Heumann et al., 2013, p.36) because external stakeholders will not be informed of the malfunction, so it does not harm the company’s image, avoids legal costs and promotes an alert culture that allows malfunctions to be detected quickly. In a context where ethical codes and charters are multiplying, it is important to support employees in this responsibility. Measures could therefore be taken by managers to present and encourage the alert process from the outset of integration, but also through training, the development of communication channels to exchange information and be advised in the event of malfunctions being detected (Miceli et al., 2009).
The professional also intervenes for the organization but rather out of passion and respect for his profession. This profile recalls the notion of professional integrity (Banks, 2009) based on the individual’s conduct and compliance with his or her professional code, guidelines and the rules of the profession. Integrity is a criterion found in quite different sectors of activity (Kenny et al., 2018) and is reinforced in legally regulated professions (legal activities, chartered accountants, security/quality professions, banking and finance in particular). The initial training of these employees by developing an ethical culture leads them to respect the code of conduct of their activity (business ethics) and any fraud observed or deviation from the standard is inconceivable for these employees. The company can also consider these profiles positively because it recruits these employees for these types of qualities as well. The alert issued is in fact the result of their professional ethics and they may be disappointed with the way it is managed by the company.	Comment by James Bowden: Meaning was unclear here. Please check I have retained your intended meaning.

The other two profiles have a societal dimension aimed at protecting the general interest. The parrhesiastes speak in the belief that by reporting the truth to his hierarchy, the latter will act in the general interest. It seeks to encourage moral and ethical reflection and is often disappointed with practices that are more business-oriented and profit-oriented to the detriment of respect for morality and the protection of the Company. The moral obligation to state the truth is an activity for him (Fimiani, 1997). He rejects “the security of a life where truth remains unspoken” in favour of a “truth teller” relationship through “a pact with himself” (Weiskopf and Tobias-Miersch, 2016, p.58) by following his own sense of morality and the general interest. We are in an ethical and political process because he dares to tell the truth even if his position may lead him to be the object of reprisals because he disrupts the status quo (Weiskopf and Tobias-Miersch, 2016) because of his moral integrity (Rosthchild, 2013, p. 656). His journey is complex and he will seek “to tell the truth without fear to those in power” (Munro, 2017). By challenging the patterns and ethical standards within the organization, he can be considered a hacker of the company. His act may resemble a dissension, thus upsetting the relationship between this employee, his team and his manager (Hassink et al., 2007) and, as such, paving the way for reprisals (Hersch, 2002). 
The legalist, for his part, bases his approach on the law in the name of respect for equity between organizations, employees and citizens. Even if his training does not necessarily encourage him to take this legal approach, he cannot bear that not everyone follows the same rules of the game in practice or misuses them. If he does nothing, he feels too guilty and finally makes a “choice without choice” (Alford, 2007). This profile can be justified in an organizational environment that increasingly values the use of formal policies and procedures and reflects the importance of due process and formal written formalization (Sitkin and Bies, 1993).
However, profiles oriented towards the societal interest are more difficult to encourage by companies because they can destabilize the activity or functioning because they do not think in terms of what is practiced elsewhere (mainstream) but of what “must” be done (duty in the moral or legal sense).
This first typology therefore makes it possible to identify standard ideals for which the impetus and direction will impact the approach itself, the way in which alert stakeholders can react, particularly in terms of support, alert management or potential reprisals, depending on the legitimacy, credibility or scepticism generated by the alert. It also makes it possible to identify that alerts can be considered as pro-social behaviour and as such encouraged within organisations in order to develop an understanding of the approach and reflect on post-alert management. The typology is therefore particularly intended for managers, who are the first point of contact in these situations. Listening to them during an alert will show the employee and colleagues that they are open to challenge and want to be informed of a reprehensible problem in the future before it escalates. Being informed can allow them to fix the dysfunction or report it to management if the problem is not within their competence (Miceli et al., 2009). Their reaction will also influence the way the alert continues: end of the alert or, on the contrary, passage through the external legal and/or media channel. This typology can thus be used during training courses on alerting in the professional context to raise awareness and raise awareness of differentiated motivations and move away from prejudices considering the whistleblower as a dissatisfied employee seeking to spread negative rumours about the organization. The majority of employees who observe a dysfunction will only alert if they consider it sufficiently serious, the notion of severity varying according to the profiles. The proposed ideals can thus be confronted with concrete cases in order to discuss them as a team. 
The validity of the typology is based on the coherence of each identified ideal-type that differs from the other types. However, our study is not without limitations that must be taken into account. First, the analysis is based on an a posteriori discourse by whistleblowers and involves a form of rationalization. There may therefore be justification bias. In addition, the sample of employees we met was composed of volunteers, all sympathizers of an associative group helping employees in the same situation and therefore perhaps more motivated to contribute and share their visions and experiences, which could have biased the sampling. Moreover, as with any typological work, there is always an area of ambiguity, with respondents sometimes expressing one or two ideas of another standard ideal, but we have always been able to bring out a predominant profile for each employee that we have submitted to them for validation. In the future, it would be interesting to specify the approach by conducting sectoral research (particularly in sectors where the professions are highly regulated, e.g. finance) or by carrying out case studies with alerting employees within the same company to specify the impact of the values of the organisation, its ethics and the profession on the profiles present within it, the ideal being to be able to carry out a longitudinal study, which has only been done so far in therapeutic psychological support sessions for alerting launchers (Soeken, 1986). In addition, international comparisons could be made to better understand the impact of the context on the motivation to alert, as our research has already revealed the impact of the legal dimension on the profiles that may exist.

Conclusion
While alerting about possible wrongdoing or dysfunction within the organisation is encouraged, in practice many employees are destabilised. Fearing accusations of disloyalty or threats of retaliation, they face a real dilemma in deciding whether to keep quiet or to speak out. In France, with the application of the new legal framework, the reasons for alerting were still largely unknown. We wanted to profile the employees who had issued an alert to better understand what had led them to undertake the process. Neither “saints” nor “snitches”, reality is more complex and the profiles are multiple. Our study identifies two axes of analysis around impulse and orientation. It stresses that alerts, often referred to as ethical, are in fact justified by moral or legal arguments and that the notion of loyalty, frequently denied to the whistleblower, is in reality applied to two different sources: the organization and the Company. Our work indicates the interest for the company and managers to better understand the origin of alerts in order to be able to better manage them according to their foundations but also to train employees in order to raise their awareness, to develop a positive approach to alerts that limits reprisals, stimulates the feedback on potential dysfunctions and thus encourages constructive approaches that, while protecting the company’s interest, will indirectly protect the various stakeholders (and ultimately the general interest). This research invites us to continue working to better understand the alert process from the point of view of employees themselves but also of managers and their colleagues in order to understand the dynamic that is at play at this time between loyalty and mistrust. 
’
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